## **Parking lot USB exercise**

| **Contents** | The USB drive contains PIIs for “Jorge” that are sensitive work files and sensitive personal files that should not be together. |
| --- | --- |
| **Attacker mindset** | If an attacker had access to this USB drive they can spear phish this employee with his personal data or abuse his friends and colleagues in work or out of work like relatives, and that may lead the victim to provide access to the business. |
| **Risk analysis** | Keyloggers or other malware could be stored in these devices and this could leak passwords or give access to hackers, or in our case these information are enough for an attacker to send spam emails and spear phish the victim to download malware or give credentials, that could damage the individual and the organization reputation. |